Australian Privacy Principles

The following is a summary of the Thirteen Australian Privacy Principles (APPS).
The complete set of APPs (and what people and organisations have to do to comply with them
— the rules) can be found on the at oaic.gov.au

AAP 1 — Open and Transparent Management of Personal Information
Uniting Communities will ensure that it manages your personal information in an open and
transparent way.

APP 2 — Anonymity and Pseudonymity
Where practicable Uniting Communities will provide you with the option of dealing anonymously
or through use of a pseudonym.

APP 3 - Collection of Solicited Personal Information
Uniting Communities will abide by the rules about when and how it can collect solicited personal
information.

Uniting Communities solicits personal information if it explicitly requests another agency to
provide personal information, or takes active steps to collect personal information.

APP 4 — Dealing with Unsolicited Personal Information

Uniting Communities will abide by the rules about what it must do if it receives personal
information that we did not solicit, that is, where we receive personal information that we did not
take any active steps to collect.

APP 5 — Notification of the Collection of Personal Information

Where Uniting Communities collects personal information about you, we will take reasonable
steps to notify you of certain matters set out in APP 5.2 or to otherwise ensure that you are
made aware of those matters. The notification will occur at or before the time of collection, or as
soon as practicable afterwards.

APP 6 — Use or Disclosure of Personal Information

Uniting Communities will follow the rules about when we may use or disclose your personal
information. Uniting Communities will only use or disclose personal information for the particular
purpose for which it was collected (known as the “primary purpose”) or for a secondary purpose
if an exception applies. This is explained at the time of consent.

APP 7 — Direct Marketing

Uniting Communities will not use or disclose your personal information for the purpose of direct
marketing unless an approved exception applies. APP 8 — Cross-border Disclosure of Personal
Information Uniting Communities will only disclose your personal information to an overseas
recipient under the conditions imposed upon by the Act.

APP 9 — Adoption, Use or Disclosure of Government Related Identifiers

Uniting Communities will restrict its adoption, use or disclosure of Government related
identifiers. 1t should be noted that you cannot consent to the adoption, use or disclosure of a
Government related identifier, such as one used by Centrelink etc.



https://www.oaic.gov.au/privacy/australian-privacy-principles-guidelines/

APP 10 - Quality pf Personal Information

Uniting Communities will take reasonable steps to ensure that the personal information that it
collects and/or discloses is accurate, up-to-date and complete; having regard to the purpose of
the use or disclosure.

APP 11 — Security of Personal Information

Uniting Communities will meet its obligations relating to the protection, assessing and
destruction of your personal information that we hold. We will take reasonable steps to protect
your personal information from misuse, interference and loss, as well as unauthorized access,
modification or disclosure.

Where Uniting Communities no longer needs your personal information for any purpose for
which the information may be used or disclosed under the Australian Privacy Principles, we will
take reasonable steps to destroy the information or ensure that the information is de-identified
unless the information is part of a Commonwealth record, or we are required by law or a
court/tribunal order to retain the information.

APP 12 — Access to Personal Information
Upon request, Uniting Communities will grant you access to the personal information held about
you, subject to specific exceptions.

APP 13 - Correction of Personal Information

Uniting Communities will take reasonable steps to correct the personal information it holds
about you of we are satisfied that the information is inaccurate, out-of-date, incomplete,
irrelevant or misleading; or, if you request us to correct the information. In such circumstances,
we will always consider the purpose for which the information is being held.




